Expedite Base/400 installation
overview

Expedite Base/400 is capable of communicating using SNA LU 6.2 or TCP/IP communications.
This chapter contains an overview of the installation procedures for both communications
protocols. Most of the steps mentioned here must be performed by your system programmer.

To connect to Information Exchange, you must have an Information Exchange account, user ID,
and password. These items must be defined in the Expedite Base/400 profile before you attempt
to connect to Information Exchange.

Downloading the Expedite Base/400 program

Before installing Expedite Base/400 4.6, verify that your system meets the system requirements
described in “Understanding the Expedite Base/400 operating environment” on page 2, and then
download the software files.
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Download the software from the Expedite Downloads Web page at:
http://edi.services.ibm.com/expedite/downloads.shtml.

DI Services - Expedite family Downloads - Microsoft Internet Explorer

File Edit ‘iew Fawortesr Toolz Help

<= Back ~ = - @ a | @Seatch (5] Favarites @Medla @“%v = - ﬁ

Addiess I@ h 'edi. zervices. ibm. com/expedite/ downloads. shiml

Home | Products & services | Support & downloads | My account

-+ select a country ECI Services > Expedite family > Downloads

IBM Global Services Downloads
IBM Application Hosting

- EDI Senices This page provides downloads for the Expedite software family. It also provides information for using
Procomm Plus for Windows Version 2.1 with the Expedite/Async connection and XMODEM protocol
Expedite family to the EDI Services Information Exchange application

To see a full listing of downloads for all the products and services included on this site, go to the

Libra
o EDI Sewices hame page.

FAis
Support Expedite/Async
Cantacts Sample scripts for Expedite/Async

The following sample scripts are available for using Procomm Plus for Windows Yersion 2.1 to
Related links: exchange files with Information Exchange in order to

Receive all files from Infarmation Exchange

Receive EDI files fram and send EDI files to Information Exchange

Receive EDI files fram Information Exchange

Receive EDI files fram Infarmation Exchange using the ANSI CLEAR command set
Send EDI files to Information Exchange

Send text files to Information Exchange

Send EDI files to Information Exchange using the ANS! CLEAR command set

Before you can use these sample scripts, you need to set up a dial directory entry in Procomm Plus for
Windows for IBM Information Exchange with the appropriate directary infarmation

The scripts will have to be compiled before they can be used. The aspect script editor that comes with
Frocomm Plus for Windows allows you to compile the script.

Flie size: 2 Kbtod Kb

Expedite and Expedite Base
|@ Done, but with erors on page. F,ﬁ Fl‘ Intemet
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Downloading the Expedite Base/400 program

Select the Expedite and Expedite Base option, and click Continue.
The product page opens.

IBEM Download Offerin icrosoft Internet Explorer

|F|Ie Edit  ‘“iew Favorites Tool:  Help

GBack ~ = - (@ 7t | Q) Search [ Favoites G Media ©4 | EA— N

Home Products & services Support & downloads My account

Expedite and Expedite Base

The Expedite and Expedite Base communication pragrams, available on a variety of

platfarms, enahle yau ta transmit data files and messages to and fram Informatian
Exchange.

+ Select a country

» [fyouwantto install either Expedite for Windows or Expedite Base forWindows an the Windows NT
4.0 platform, first install Windows NT 4.0 Service Pack Ga or [ater.

1 Configure

To propetly canfigure your software download, please review the information below. Select the appropriate
offering . WWhen you are done, press the "Continue” button at the bottormn.

Offering Platform Availability
{~ Expedite Base for SCO Open SCO

Server 4.4.1 Opengerver IArgentma :I'

Windows 2000

: . Windows 98
' Exﬁp;dlte Base for Windows Windows Me y
o Windows NT i
Windows ¥P
S0 G 201
Windows 38 I i .l Expedite Base for Windows 4.7
Windows he Argenting OB

Windows ¥P

OS/400 5.1 . - Expedite Base/400 4.5.1
O5/4005.2 [ Argenina | | OR
OS/400 5.1 . - Expedite Base/400 4.6
0840052 IArgentma l 8] =1 .

atina -

Select the Expedite Base/400 4.6 radio button.

In the Availability field, select a country from the list.
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5. Click Continue.
The Expedite and Expedite Base logon page opens.

IBM Login - Microsoft Internet Explorer

|File Edit  ‘“iew Favorites Tool:  Help

GBack ~ = - (@ 7t | Q) Search [ Favoites G Media ©4 | EA— N

Home Products & services Support & downloads My account

-+ Select a country

Expedite and Expedite Base

Expedite Base/400 4.6
Q5400 5.1, 05400 5.2: download: English US

2 Regist
Flease select an action below.

e | have notredistered before

. | have registered befare and have selected a user ID and password:
ENTER USER ID HERE ENTER PASSWORD HERE

& 1'd like to continue
1 like to verify my personal profile (name, e-mail etc.) while | register

e | have forgotten my userid or password

Registration and Download Support
6. Type your user ID and password, and then click Sign in.

NOTE: If this is the first time that you are downloading software from this Web site, click
I have not registered before to obtain a user ID. User IDs are issued quickly, and you can
return to this page almost immediately.

|
‘J Registration - Microsoft Internet Explorer !E

File Edit ‘“iew Favortes Tools Help |
CBack ¥ = ° fa] ‘ @,Sear’ch [# Favarites @Med\a G‘ EAN=1 E

Addressl@ hittpe:freview. houlder.ibm. com/dlexpy 2fexpy2-r j @Go |Links *(® »

Horme Froducts & services Support & aownioaas My account

Expedite and Expedite Base

Expedite Base/400 4.6

Configure— ..

__Flease store my userid-on my computer (using a cookie} soldont haveto——
R | PRt

The fields indicated with an asterisk (*) are required to complete this

transaction; other fields are optional. Ifyou do not want to provide us waith

the required information, please use the Back button on your browser, or

close the windaw or browser session that is displaying this page, to

retum to the previous page.

Piease tell us about tne comnuting enviroriment in which this software migint|

Are you currently using Information Exchange or Expedite? (check all that
apply)

[l Information Exchange

[ Expedite for Windows

[ Expedite Base for Windows

[ Expedite Base/DOS

[ Expedite Base/?
M Fumadite Racaldl¥ far RIS Suctam/RO0N
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7. Complete the survey questions, as needed, and accept the license agreement.

8.

The software begins downloading.

3 Expedite and Expedite Base - Microsoft Internet Explorer

File Edit “iew Fawvorites Tools Help |
EBack v = ¥ ° o} | @Search 8l Favorites @Med\a 5 ‘ %V == E
Address Ia http:Areview boulder.ibm EDmfd\fEXpVZfEXp\I2’h7S_PKG:d|ﬁS4DD4B&S_TACT:&S_CMFj @G0 | Links ® & -

Home Products & services Support & downloads My account

-+ Select a country Downloads

I»

3 Download
Thank you for completing the configure step and for registering
You can now begin downloading your software

Ready to Download

Expedite Baseid00 4.6

Expedite Base/400 4 6 program file:
expblibrmdé.zip 1.4ME

Expedite Base/400 4 6 module file
expblibrds.zip 1.2MB

Version: 46

Languages English Us

Included

Installation Information
Installation Guide

=l
‘@ ’7’7,7 @i" Local intranet Y

Save the zip files to your PC and unzip them.

For example, if using PKZIP, type the following commands:
pkunzip expblibr46.zip

pkunzip expblibrm46.zip

Installing the Expedite Base/400 program

To install the Expedite Base/400 program, do the following:

1.

Create two destination files on your AS/400 system. If you do not create these files, the restore
process will not recognize the files as being in the SAVF format. You must create both desti-
nation files in the same directory.

NOTE: You can name the downloaded files EXPBLIBR and EXPBLIBRM, or you can
change the names to better match your environment. If you have an earlier version of
Expedite Base/400 installed, these library names are probably already in use, and you should
not overwrite them.

a. Type CRTSAVF, and then press F4 (Prompt).
b. Type the first save file name, then the library name, and then press Enter.

NOTE: The library name must be that of an existing library on your system. If the library
does not already exist, use the CRTLIB command to create it; for example: CRTLIB
MYEXPBLIB.
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The following is an example of the Create Save File panel.

Create Save File (CRTSAVF)

Type choices, press Enter.

Save file . . . . . > EXPBLIBR Name
Library . . . . . . > MYEXPBLIB Name, *CURLIB
Text 'description'. . > 'Expedite Base/400 V4R6 program and f:

c. Type CRTSAVF, and then press F4 (Prompt).

d. Type the second save file name, then type the library name, and press Enter.
The following is an example of the Create Save File panel.

Create Save File (CRTSAVF)

Type choices, press Enter.

Save file . . . . . > EXPBLIBRM Name
Library . . . . . . > MYEXPBLIB Name, *CURLIB
Text 'description'. . > 'Expedite Base/400 V4R6 modules'

Use FTP to send the files from your PC to the AS/400 system, as follows:
a. Open an FTP session from your PC to the AS/400 system.
b. Use the FTP binary subcommand to set the transmission mode to BINARY.

C. Verify that the current library is the library where you created the SAVF files. If it is not,
use the FTP cd subcommand to change to the correct library, for example:
cd MYEXPBLIB.

NOTE: If you use the dir command to locate the library, the transmission mode is
changed to ASCIIL. Make sure to reissue the binary subcommand before starting
transmission.

d. Using fully qualified file names, use the FTP subcommand to transfer both files to the
AS/400 system, as follows:

- put expblibr [destination_AS/400_filename]
-  put expblibrm [destination_AS/400_filename]

Restore the two Expedite Base/400 4.6 libraries by issuing the RSTLIB command for each
save file, as follows:

a. To restore the expblibr file, type the following command, and then press Enter.

RSTLIB SAVLIB(EXPBLIBR) DEV (*SAVF) SAVF (library/fileid)
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RSTLIB (EXPBLIBR)

—p NOTES: The fully qualified name of the save file that you created in step 1 is
% library/fileid.

The SAVLIB parameter is the name of the library where the files were originally
saved. This parameter is required and should not change.

The RSTLIB parameter is the name of the destination library. The second RSTLIB
parameter value, expblibr, is a suggested name. You may choose to use a different
name for your environment.

b. To restore the expblibrm file, type the following command, and then press Enter.

RSTLIB SAVLIB (EXPBLIBRM) DEV (*SAVF) SAVF (Iibrary/fileid)
RSTLIB (EXPBLIBRM)

—p NOTES: EXPBLIBR contains the programs and files. EXPBLIBRM contains the
% modules (objects).

]

The fully qualified name of the save file that you created in step 1 is library/fileid.
The SAVLIB parameter is required and should not change.
The RSTLIB parameter value (EXPBLIBRM) is required and should not change.

Setting up SNA LU 6.2 communications

To enable SNA LU 6.2 communications with Expedite Base/400, you must order a logical unit
(LU) name, define the LU name for your system, and configure the necessary communications
descriptions. Detailed instructions are provided separately for NCP leased and for NCP dial
connections. Values shown in the screen illustrations are only examples and users should verify
whether the values are correct for their environment.

Ordering an LU name

Expedite Base/400 communicates with the Information Exchange front end. Before you can use
Expedite Base/400, you must order the LU name that Expedite Base/400 uses when communi-
cating with Information Exchange. In the U.S., the Information Exchange system is named
ibmOrely.

Your IBM representative can help you with your order. The order must include your local
network identifier (LCLNETID). If you use a dial connection, you must also include your local
control point name (LCLCPNAME) and Exchange Identifier (XID), which consists of
IDBLK=056 and IDNUM=XXXXX (where XXXXX is a unique identifier for your AS/400).

Setting up an NCP leased connection

The following is an overview of the steps required to connect your AS/400 to the Information
Exchange system through an NCP leased connection.

Defining the LU name to your system
After you have ordered the LU name for Expedite Base/400, you must define the LU name to your
system per the following instructions.
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1. Use the DSPNETA command to view the current network attributes of your system.

Display Network Attributes
System: MYOWNILU
Current systemname...................... MYOWNILU
Pending systemname. ...................;
Local network ID......................... APPN
Local control pointname.................: MYOWNILU
Default local location.....................: MYOWNILU
Default mode............................: BLANK
APPN nodetype.......................... *ENDNODE
Data compression........................: *NONE
Intermediate data compression............: *NONE
Maximum number of intermediate sessions .: 200
Route addition resistance..................: 128
Server network ID/control point name. .... .: *LCLNETID *ANY

2. Create or update APPN location list entries (WRKCFGL) for either remote or local locations.
To create a list, type 1 in the Opt field. To view keywords for each field, press F4.
a. For alocal location list, type QAPPNLCL in the List field.

b. For a remote location list, type QAPPNRMT in the List field.

Work with Configuration Lists

Positionto .. ... Starting characters
Type options, press Enter.

1=Create 2=Change 3=Copy 4=Delete 5=Display 6=Print 7=Rename
8=Work with entries

Opt List Type Text
1 QAPPNLCL

c. Press Enter.

The system displays the Create Configuration List panel.

Create Configuration List (CRTCFGL)

Type choices, press Enter.

Confirguration list type . . . . > *APPNLCL
Text 'description’ . ........ APPN LOCATION LIST

d. In the Configuration list type field, type a configuration list type name or select one
from the value list.
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€. In the Text description field, type a free-format description of the list type.

f.  Press Enter. The system displays the list.

g. To update alist, type 2 in the Opt field, and then press Enter. The system displays the list.

Loca
Location Text
Luname Expedite Base/400 Local Location

Remote Remote Control
Remote Network Local Control Point Secure
Location ID Location Point Net ID Location
IBMORELY IBMIN luname IBMCP IBMIN *NO (USA)
D77Z62IE GBIBM000 luname GBIBM10S/W  APPN *NO (Europe)
QzQB6212 NETNMS1 luname IBMCP IBMIN *NO (Japan)

3. Define the mode description (CRTMODD).

Mode description. . .............

Maximum sessions. ............
Maximum conversations . .......
Locally controlled sessions. . . . ..
Maximum inbound pacing value . .
Inbound pacing value ...........
Outbound pacing value. . ........
Maximum length of request unit .
Data compression .............
Inbound data compression . .. . ..
Outbound data compression. . . . .
Text 'description'..............

Additional Parameters

Class-of-service ..............
Authority .................. ..

(*note: In Europe, this value should be LU62SYS1)

LUG2

*CALC

*NETATR

*RLE

*RLE

Exp/Base 400 Mode

#CONNECT
*LIBCRTAUT
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4. Create the communications definitions.

a. Define the line description (CRTLINSDLC).

NOTE: If your system already has a line description, you may choose to skip

% this step.

7]

Create Line Desc (SDLC) (CRTLINSDLC)

Type choices, press Enter.
Line description ............ EXPBLINE
Resource names ............ CMNO2

+ for more values.
OnlineatIPL ............... *YES
Datalinkrole ............... *NEG
Physical interface ........... *RS232V24
Connection type. . ........... NONSWTPP
Switched network backup ...*NO
Exchange identifier.......... 05600001
NRZ| data encoding ........ *NO

(*note: In Europe, this value should be set to *YES)

Linespeed ................ 19200
Modem type supported . .. ... *NORMAL
Maximum frame size ........ 521
Duplex .................... *FULL
Inactivity timer .............. 300
Poll response delay . ........ 0
Nonproductive receive timer. . 320
Idle timer................. .. 30
Connect poll timer........... 30
Poll cycle pause ............ 0
Frameretry ................ 7
Text 'description’ . .......... Expedite/Base 400 SNA Leased Line
Additional Parameters should remain at Defaults.
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b. Define the host controller description (CRTCTLHOST).

NOTE:
choose to skip this step.

If your system already has a controller description, you may

Type choices, press Enter.

Controller description ............
Linktype .......................
OnlineatIPL....................
Switched connection .............
Switched network backup. ........
APPN-capable ...................
Attached nonswitched line ........
Maximum frame size .............
Remote network identifier ........
Remote control point.............
SSCP identifier .................

Local exchange identifier.........
Station address. .................

APPN CP session support........
APPN node type. .. ..............

APPN/HPR capable .............
H/R path switching ..............
APPN transmission group number

APPN minimum switched status . ..

Create Ctl Desc (SNA Host) (CRTCTLHOST)

EXPBCTL
*SDLC
*YES

*NO

*NO

*YES
EXPBLINE
*LINKTYPE
IBMIN
IBMCP

0521000000001

*LIND

co

*NO
*LENNODE
*YES

*NO

1

Autocreate device
Autodelete device
User-defined 1 ...
User-defined 2 . ..
User-defined 3 . ..

Text 'description’ . .

Recontactonvary off ............

*YRYONPND

*ALL

1440

*LIND

*LIND

*LIND

*YES

Expedite Base 400 Leased Controller

Additional Parameters should remain at Defaults.
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c. Define the device description (CRTDEVAPPC).

Values supplied by network Description

XX Local location address

luname Local location name

Create Device Desc (APPC) (CRTDEVAPPC)

Type choices, press Enter.

Device description. . ......... EXPBDEV
Remote location. ............ IBMORELY
OnlineatIPL............... *NO
Local location. . ............. luname
Remote network identifier. . . . . IBMIN
Attached controller.......... EXPBCTL
Mode ..ot LU62
+ for more values
Message queue . ............ QSYSOPR
Library ...........oooiet *LIBL
APPN-capable . ............. *YES
Single session:
Single session capable. ... .. *YES
Number of conversations . ... 4
Locally controlled session . ... .. *NO
Text 'description’ ............ Expedite Base 400 Device

Additional Parameters

Local location address . ...... XX
Authority. ... *LIBCRTAUT

(*Note: AS400 Local location address (hex value) must match NCP
Local Location Address (Decimal Value))

5. Include the LU name in the USERLUNAME parameter of the SNACOMM profile command as
follows:

snacomm ieluname(IBMORELY) userluname(luname) ielumode(LU62)
ielunetid (IBMIN) ;

6. Configure the Expedite Base/400 files to complete the installation process. See Chapter 2,
“Setting up files,” for detailed information.
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Setting up an NCP dial connection

The following is an overview of the steps required to connect your AS/400 to the Information
Exchange system through an NCP dial connection.

Defining the LU name to your system
After you have ordered the LU name for Expedite Base/400, you must define the LU name to your
system per the following instructions.

1. Use the DSPNETA command to view the current network attributes of your system.

Display Network Attributes
System: MYOWNILU
Current systemname...................... MYOWNILU
Pending system name....................:
Local network ID ......................... APPN
Local control pointname.................: MYOWNILU
Default local location.....................: MYOWNILU
Default mode............................. BLANK
APPN nodetype.......................... *ENDNODE
Data compression......................... *NONE
Intermediate data compression............: *NONE
Maximum number of intermediate sessions .: 200
Route addition resistance..................: 128
Server network ID/control point name..... .: *LCLNETID *ANY

2. Create or update APPN location list entries (WRKCFGL) for either remote or local locations.
To create a list, type 1 in the Opt field. To view keywords for each field, press F4.
a. For alocal location list, type QAPPNLCL in the List field.

b. For a remote location list, type QAPPNRMT in the List field.

Work with Configuration Lists
Position to. .. .. Starting characters
Type options, press Enter.
1=Create 2=Change 3=Copy 4=Delete 5=Display 6=Print 7=Rename
8=Work with entries
Opt List Type Text
1 QAPPNLCL
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c. Press Enter. The system displays the Create Configuration List panel.

Create Configuration List (CRTCFGL)

Type choices, press Enter.

Confirguration list type . . . . > *APPNLCL
Text 'description’......... APPN LOCATION LIST

d. In the Configuration list type field, type a configuration list type name or select one
from the value list.

e. In the Text description field, type a free-format description of the list type.
f.  Press Enter. The system displays the list.

9. To updatealist, type 2 in the Opt field, and then press Enter. The system displays the list.

Local
Location Text
Luname Expedite Base/400 Local Location

Remote Remote Control
Remote Network Local Control Point Secure
Location ID Location Point Net ID Location
IBMORELY IBMIN luname IBMCP IBMIN *NO (USA)
D77Z62IE GBIBM000 luname GBIBM10S/W  APPN *NO (Europe)
QzQB62I12 NETNMS1 luname IBMCP IBMIN *NO (Japan)
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3. Define the mode description (CRTMODD).

Mode description .............. LU62
(*note: In Europe, this value should be LU62SYS1)
Maximum sessions . ............ 8
Maximum conversations. . ....... 8
Locally controlled sessions ... .. 4

Maximum inbound pacing value .. 7

Inbound pacing value ........... 7

Outbound pacing value ......... 7

Maximum length of request unit.. *CALC

Data compression.............. *NETATR

Inbound data compression. ... ... *RLE

Outbound data compression .... *RLE

Text 'description'.............. Exp/Base 400 Mode

Additional Parameters

Class-of-service .............. #CONNECT
Authority .................... *LIBCRTAUT
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b. Define the host controller description (CRTCTLHOST).

NOTE: If your system already has a controller description, you may choose to
skip this step.
]

Create Ctl Desc (SNA Host) (CRTCTLHOST)

Type choices, press Enter.

Controller description .. ... EXPBCTL

Link type ........... *SDLC

OnlineatIPL ......... *YES

Switched connection ... ... *YES

Short hold mode . ... *NO

APPN-capable .......... *YES

Switched line list ... EXPB400LIN
+ for more values

Maximum frame size ....... *LINKTYPE

Remote network identifier . .. IBMIN

Remote control point . .. . .. IBMCP

SSCP identifier ........ 052100000001

Local exchange identifier ... *LIND

Initial Connection........ *DIAL

Dial initiation .. ... ... *LINKTYPE

Connection Number . .. ... '1-800-759-9575'

Station address ........ Cco

APPN CP session support .. .. *NO

APPN node type . ....... *LENNODE

APPN/HPR capable . ............ *YES

H/R path switching ............ .. *NO

APPN transmission group number 1
APPN minimum switched status .. *VRYONPND

Autocreate device ....... *ALL
Autodelete device ....... 1440
User-defined 1......... *LIND
User-defined 2......... *LIND
User-defined 3......... *LIND
Text 'description’ ... .. .. Expedite Base 400 Controller

Additional Parameters should remain at Defaults.
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c. Define the device description (CRTDEVAPPC).

Values supplied by network Description

XX Local location address

luname Local location name

Create Device Desc (APPC) (CRTDEVAPPC)

Type choices, press Enter.

Device description ... . ... EXPBDEV
Remote location ........ IBMORELY
OnlineatIPL ......... *NO
Local location . ........ luname
Remote network identifier ... IBMIN
Attached controller . ... .. EXPBCTL
Mode.............. LU62
+ for more values

Message queue ......... QSYSOPR

Library ........... *LIBL
APPN-capable . ......... *YES

Single session:

Single session capable . . . . *YES
Number of conversations ... 4
Locally controlled session ... .. *NO
Text 'description’ ............ Expedite Base 400 Device

Additional Parameters

Local location address . . .. ... XX
Authority. . ... *LIBCRTAUT

(*Note: AS400 Local location address (hex value) must match NCP
Local Location Address (Decimal Value))

5. Include the LU name in the USERLUNAME parameter of the SNACOMM profile command as
follows:

snacomm ieluname(IBMORELY) userluname(luname) ielumode(LU62)
ielunetid (IBMIN) ;

6. Configure the Expedite Base/400 files to complete the installation process. See Chapter 2,
“Setting up files,” for detailed information.
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Setting up TCP/IP communications

To enable TCP/IP communications, you must consider the size of your network, the other appli-
cations you will be accessing through the worldwide network, and your hardware configuration.
Network personnel will work with you to allow communications with Information Exchange.

Detailed instructions are provided for TCP/IP dial connections. Values shown in the screen illus-
trations are only examples, and users should verify whether the values are correct for their
environment.

TCP/IP leased connections must be set up in conjunction with network personnel. Your network
representative can assist you.

Setting up a TCP/IP dial connection

For best results, use the point-to-point (PPP) Internet protocol and OS/400 Version 4 Release 1 or
Release 2. This protocol uses a PPP line description on the AS/400 system and is configured using
the Operations Navigator component of Client Access for Windows 95/NT™. For more infor-
mation, see OS/400 TCP/IP Configuration and Reference and AS/400 Client Access for Windows
95/NT.

The following section describes basic PPP configuration on the AS/400 for using TCP/IP commu-
nications with the worldwide network though a Local Interface Gateway (LIG).

Before you can use TCP/IP communications:

*  The asynchronous modem that you will use for TCP/IP connectivity must be defined on
your system.

*  Your user ID must be authorized for TCP/IP Dial Services and for access to the Infor-
mation Exchange/Expedite IP server. Contact the Help Desk if you need assistance with
this step.

Configuring Point-to-Point Network Connections
Using PPP and a PPP line description requires an asynchronous modem and one of the following

adaptors:
2699 Two-line AN IOA
2720 PCI WAN, twin-axial IPA
2721 PCI two-line WAN IOA
7852-400 Asynchronous, bisynchronous, SDLC

To verify that the correct adaptor is present on your system, use the following command:

wrkhdwrsc type (*cmn)

For testing purposes only, it may be possible to use the Electronic Customer Support modem on
your AS/400.
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Setting up the connection profile and PPP line description
You must create and activate a connection profile for using PPP over a PPP line description. For
additional information on any field, click on the item in question and press F1.

To create a connection profile:

1.

M

Lol

In the main tree of Operations Navigator, click on your AS/400 server to expand the tree.
Click Network, and then Point-to-Point.

Right-click Connection Profiles to open a context menu.

Select New Profile.

Click the General tab and enter the following information:

In this field: Type or select:

Profile name The name of this connection profile. Use 1 to 9 alpha-
numeric characters.

Profile description A free-form description of this connection profile.
Type PPP
Mode Switch line-dial

Click the Connection tab and enter the following information:

In this field: Type or select:

Add remote phone number | Select this option.

LIG dial access number Type the telephone number for your area. If needed for
your telephone system, add a dial-out access code (such
as 9). If you are unsure of the correct local LIG access
telephone number, contact the Help Desk.

Line name Select this option.

PPP line description Select a line description from the Line field value list.

To create a PPP line description, see “Creating or changing
line descriptions” on page 205 for more information.

Redial on Disconnect Select this option.

Line activity timeout Type 300 seconds.

Click the TCP/IP tab and verify that the settings are correct. Both the Local IP and Remote IP
addresses will be dynamically assigned by the LIG.
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8. Click the Routing tab and enter the following information:

In this field:

Type or select:

Dynamic routing

Select None.

Static routing

Select this option.

Route

Type the Expedite server IP address (158.98.254.147 in the
U.S.) and mask (255.255.255.255).

9. To set up system authentication, click the Authentication tab and enter the following infor-

10.

11.

12.

13.

mation:

In this field: Type or select:

Enable Local System Select this option.

Identification

Pap Only Select this option.

User Name Type your user name in the format: secureip.acct.userid,
where acct is your 4-digit network account ID and userid is
your network user ID.

At the password prompt, type your current network password.
Click OK repeatedly until you are returned to the list of Connection Profiles.
To initiate a dial connection, right-click on the appropriate PPP profile, and then click Start.

Run Expedite Base/400 to communicate with Information Exchange. When done, click Stop
to end your dial session. This is the only time you will need to manually stop a dial session.
From now on, Expedite Base/400 will end sessions automatically when processing has
completed.

Creating or changing line descriptions

1.

Do one of the following:

*  To set up a line description, type a name for the line description in the Line field, and
then click New.

*  To change the properties of a line description, select a line description in the Line field
list and click Open.

Click the General tab and highlight the appropriate hardware resource in the Hardware
Resource list. The interface type must be RS232/V.24.

Click the Connection tab and enter the following information:

In this field: Type or select:

Dial Command type Select AT command set.
connection

CTS timeout Type 60 seconds.

Dial Capability Select this option.
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4. Click the Link tab and specify the maximum line speed supported by your hardware in the
Line Speed field.

5. Click the Modem tab and select your modem from the Name value list.

6. Click OK to save the new or changed properties. The system will return you to the PPP
profile definition.
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Obtaining and managing certificates for use with SSL

Before you can begin using SSL communications with Expedite Base/400, make sure that the
required software has been installed on your system. You must also install Digital Certificate
Manager (DCM) to use SSL with TCP/IP communication to Information Exchange.

NOTE: You need SECOFR user authority to work with DCM.

Obtaining a certificate
To obtain a certificate, do the following:

1.

2,

Using your browser, navigate to the PKI Web site (https://pki.services.ibm.com).
Obtain a client and IBM PKI Services Root CA Certificate.
a. Create a certificate using the instructions on the Web site https://pki.services.ibm.com/.

b. Export your certificate to files using the instructions on the Web site under the heading
Method 2: Exporting your client certificate and CA as separate files. When you export
the certificate, make sure that Include all certificates in the certificate path if possible is
not selected.

c.  Download a copy of the IBM PKI Services Root CA Certificate from the IBM PKI Web
site at: http://pki.services.ibm.com/expedite/webdocs.shtml#ca , if you didn’t already
export it using Method 2.

NOTES: The iSeries 0OS/400 DCM (Digital Certificate Manager) cannot import PKI
services certificates directly. Since Internet Explorer can handle the PKI Services certificates
(Trusted Root CA and Client), as well as the formats used by the iSeries, you must first
“install” the PKI Services certificates into Internet Explorer, and then “export” them in a
format which can be imported into the iSeries. Make sure that you export the Trusted Root
CA certificate (to be imported by the iSeries) in PKCS#7 format (.p7b file extension), and
make sure that you export the Client (user/Personal) certificates (to be imported by the
iSeries) in PKCS#12 format (.pfx file extension).

The Rochester Software Knowledge Base has a document called Importing a X.509 Certificate
from IBM Information Exchange that can be referenced for assistance. The document
number is 30110613, and you can find the document at URL:

http://www-912.ibm.com/s_dir/slkbase.nsf/1ac66549221402188625680b0002037¢/
57a9f133409¢35f686256cfc0074126f20penDocument&Highlight=0,30110613

3. FTP the certificate files to the AS/400.
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After logging in, change to a directory of your choice; for example, / tmp. Make sure that
you use an IFS subdirectory.

VWINNT Systenn3 2% ornd. e e

“'HHUPPJ
Connecte
228-4
228 G :
Uger (F.180.153.147::(nonel>»: pfh
331 Enter password.
Paszword 2
238 PFH lnggad on .
ftp> cd ~
H HAMEF set to 1.
250 "Atmp" iz current directorw.
fep> BIW
200 Represental Lype iz hinary THAGE.
frpy» put de_sq ;&
288 PORT =u .nmndnd 1.
158 Sending File to Atmpsie_=
258 File tranzfer ennpleted successfu
ddi4 bytez sent in H.HHSeconds 2014080 . HKbyteszec.
quit
221 QUIT subcommand received.

Change to binary mode.

Transfer the PKCS#12 client file, which was exported from your Internet Explorer
browser, to the AS/400.

In the same way, transfer the IBM PKI Services Root CA Certificate to the AS/400.

To manage certificates in DCM, do the following:
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1. Using Internet Explorer, go to http://AS400HOST:2001, where AS400HOST is the IP address
of your AS400.
The Enter Network Password window opens.
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2. Type your AS/400 ID and password, and then click OK.
The main AS/400 Tasks page opens.

L _,ﬁE AL F a s o Sy Tl TS R b wel Cia s

File Edt %iew Favorites Tools  Help
2 ek - = - () B A} Qioeach [Efravortes ({imedis 24 | _%

y
Ge| Address | &) http://9.180,153,147:2001] -l e

L= =T

e AS/400 Tasks A

() IEM Corporation 2000 180153147

e IBM HTTP Server for AS/400
Configure the A3/400 HTTE Server and 331

| Digital Certificate Manager
Create, distribute, and manage Digital Certificates

%] * IBM IPP Server for AS/400
Configure the IBI IPF Server

- 4 ¥ i ss

P ok < vt rsithe 4758 caprocessdr .-

.e_|:5 task information
Hel
(Fequres JnSaipt)

3. Click Digital Certificate Manager.
The Digital Certificate Manager page opens.
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4. Click Select a Certificate Store.

<3 Digital Certificate Manager - Microsoft Internet Explorer
File EdE Wiew Favorktes Tools  Help

ek v = - (@D [2) A Qoearch Ggravores Feds (4| [E) F W -

— == [.

Address Iaﬂ hekp: 2. 180, 153, 147: 2001 [QIBM/TCSS/ Cart) fdminqyoucrnl ndmjfmaind :J i Go .
Digital Certificate Manager @ IZ:

" Local Certificate Authority (CA)
] & *SYSTEM

~ .
Expand Al Collapse Al | Other System Certificate Store

Continue I Cancel |

Select a Cerificate Store

w Create Certificate
u Cragte Mew Certificata Store

u InstellTocal CA Certificate on
Your FC

k Ianage User Certificates
b Llanage CRI Locations

5. To assign a certificate to an application ID, select *SYSTEM, and click Continue.
The confirmation message displays.
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NOTE: If the *SYSTEM store does not exist, you can create one by selecting the Create New
Certificate Store link in the left linklist.

2§ Digital Certificate Manager - Microsoft Internet Explarer = Elﬂ
File Edt Wiew Favortes Took  Hep
o D 1) ()] Qe i B | | Ty - 2] D
Adcress [] hitp: 19,180, 153,147:2001/QIEVICSS/CertfAdnjaycutm1 ndmimeind | @60 |unks ™
Digital Certificate Manager © =i,
Current Certificate Store
Yo have selected to work with the certificate store listed below. The left
frame iz bemg refreshed to show the task bst for thus cerificate
store. Select a task from the left frame to begin werkang wath this cerbficate
Selecta Cerificate Store I store.
Expand Al | Collapsedl | Certificate Sercer or cliaat
ype:
» Fast Path Certificate *STSTEM
» Creale Certificate store:
- Certificate
= Creote Hew Certificate Store
store path o 5\ /USERD ATATCSS/CERT/SERVER/DEF AULT KDB
= Install Local CA Cettificate an and '
LowPC filenarne:
b Ldamege Cetificates
b Mansge Applications
P Liznage Cetificats Stote
B Idanage CRL Locations
= [anage PRI Reguest Location
Retum to ASIAN Tasks
Secure Connection
Fi] [ [ irmemer p
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6. In the left navigation bar, click Manage Certificates.
The Manage Certificates page opens.

§ Digital Certificate Manager - Microsoft Internet Explorer 2 =0
Fle Edt View Favorkes  Tools  Heb .
Gt > - @ (3] 23] Qoo Cadrwors Gvess 3| By & W - 2] @

Address [£] http:{{9,180.153.147:2001 {QIBMICSS/Cert {Admin/qyucml ndmimaind | oo | Lirk

Digital Certificate Manager [ 7 B
Manage Certificates
Select the type of achon that you want to perform
i ' View certificate - View information pertaining to a cettificare.
SalocteDorilicots Blors - Benew certificate - Eeplace an existing certificate with 2 new
cerfifitre.
=i 2 il 2 | @ Import certificate - Add a certificate to this certficate store
~ Export certificate - Copy a certficate to a fle or another cerdicate
¥ Eagt Path © atare
» Create Certificale ~ Delete certificate - Remove a certiicate from this cectificate store
w Create Mew Certificats Store or remaove a cettificate from a specdic user profile.
w [nstall Local CA Certifieste om " Walidate certificate - VValidate a cerhficate i this cerbficate store.
i o Set CA status - Enable or dizable a Certificars Autherity (C4)

whdanage Cedificstes certificate in this certificate store,

:E codificale o Update CRL location assignment - Assign the Cerbficate

. 5 Eevecation List (CEL) lecarion for a Certificats Authariny (CA).

Impott cegtificate

» Export certificate T Assign a user certificate - Assign a user cerbificate to a user profile,

= Delete certificate

= Yalidale cortificate Continue | Cancal |

et O stalus =
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7.

Select Import Certificate, and then click Continue.
The Import Certificate page opens.

TR et al Certdfal e Manager - Microsolt internet Explorer

B EM  Wesw  Fisiefes  Todk  Help
deneck = = - Q) [2] | Dheewwn [Srwvotes Pveds 3 e Of [ - o

Lrkz 3|Custoniza Lk |Prasriotrad 3| wncoess Meds Eerdone e f g HE TR
Agkrens |45 mitp 79 150 153 1472001 (BWTCSSHCartjAdin Gracucinl ndiniesind
Gorghe = feietncem =|| B Seachweh - | g | Etbiocked Tlewod [0 Fiowon & | Elbibac GlE

Dvigital Certificate Manager

Import Certificate
Curtificate store; *5VETER

Select the type of cectiicabe that you want bo mpart

Salac & Cartfroats Sions

© Eerver ar client

Expard Al | Cobsea &l | | o e duthority (CAD

= [oerinue ]_cence |
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8. Select Certificate Authority (CA), and click Continue.
The Import Certificate Authority (CA) Certificate page opens.

R tdupt al Corbaficat s Manager - Ficrosolt imernet Explorer

Be Edt e Fpotes Joss  Hea
denack = = - 2 [f] 4 Bsewn Grsortes Geds 3 - D E - 9

Lrkz g|Custonioa Lrks  |Fresbioirad | winckeas Mecda  @emdons ] ' &mn Italy 48] 10H Sanclerd Soft
Agkwns | 551 ity 791300 153: 1472001 {QEEMTCSSHCertfidinin opotucn | ndiniiaind
Googht = fetocen =|| Eeseachwan +| gl | Swabciad Elooow [0 Flomem & | Sl (e

Dvigital Certificate Manager
Import Certificate Anthority (CA) Certificate

Cedificate type; Certibicate Authonty (040
Cortificate store: *ZTETER

Ealad & Carthoats Stans

Speciy the fdby qualfed path aed fe noeve of the cetificate that yeu want te impoit
Epard Al | cobepeaanl | | g

Je s and Ble name: MYDIRECTOR YA YFILE EXT
p Tuspart file: 1055 CanfS ematustaa_lloar

 iprabs: W Clificsts Slore ([ Ganinie | Gavci |

9. In the Import file field, type the location of the IBM PKI Services Root CA certificate, and
then click Continue.

The Import Certificate Authority (CA) Certificate page refreshes, showing the CA certificate
label field.

AR gt al Cerificate Manager - Mcrosolt Inernet Explorer =
Gie §dt  Wew Fgooikes Jook  Hep I
dolack = =k - (0) [3] 2| Phseach [afreertes Feeds (3 - O - (=

rks | Cutonien Lok | Pranrieriad 5] Winckear Meda. giTendai [T Bininers Tramfomeation . |7 Infprmal el 1 1BH Sharckend S iere rstaler (s Plaer

Adchmes [ 8] metp i 150, 155 147 20 L CETCS5KersAdminioucnl ndninaid =
Goughe - fekoce el =] Brseachweb - | g | Bdbocwd Hlecos [ Flopern & | [Glebe (F]em

; E Digital Certificate Manager @ IE]

Import Certificate Anthority (CA) Certificate
“The certificate has been aoparted.
. Ao . . _ - "

e s s the werk with applications bxsdes i you want to specfy that applicaticss st the Cartificats Authordy (CA)
Ennd gl | Sovgnsean | o]
kEast Paihy [

10. In the CA certificate label field, type a label for the certificate, such as IBM PKI Services Root
CA, and then click Continue.

The IBM PKI Services Root CA is imported.
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11. On the Import Certificate page, in the left navigation bar, click Import certificate.
The Import Certificate page refreshes.

-2} Digital Certificate Manager - Microsoft Inkernet Explorer

Fle Edt ‘View Favorites Tools  Help

Gack - = - (D 4 Y| Qseah [affavories PiMeda 8| TY- S M - =] G

Adrass |¢j hkbp: 9, 180,153, 147 2008 fQIBMICSS et iddming qyeucn]  ndmimaind

Digital Certificate Manager

Import Certificate

Certificate store; *3YV3TEM

Select the type of certiicate that yow want to mnport.

Selecta Ceificate Stare

& Server or client

Expand All Collapse All £ Certificate Authority (CA)

b EagiPath
w Create Certificate

Continue | Cancal |

12. Select Server or client, and then click Continue.
The Import Server or Client Certificate page opens.

13. Type the name of the PKCS#12 client file that you transferred to your AS/400, and click
Continue.
The certificate password page opens.

¥ Digital Certificate Manager - Microsoft Internet Explorer
File Edt Wiew Favories  Tools  Help

Gback - = - (D (2] 72} | Dloearch [Ggravorres Phveda (#| T Sp W - =] D

Aidcress [&] http: {9, 160,153, 147 :200 1 QIBM{ICS5/CertfAdminjqycucml .ndmmaind x| 6o

Digital Certificate Manager 9 iz

Import Server or Client Certificate

L .f"-s?rﬁflr.&w_wI B gemmmnarglient oo e
i | E’ Certificate store: *STSTEM -
‘Belecta Catilicaa Stare i ] _ N
Fatte cebdisars ! ! : Jé'rm&TETICEEWWmt!ffrsvl?ﬁmﬁ'&ﬂ‘{mﬂﬂfﬁ
R b R Ul
b EagiPath ;
T — i Canfinue I Lancel I

NOTE: Include all certificates in the certificate path if possible should not have been
selected when you exported your certificate from Internet Explorer.

14. In the Password field, type the password for the PKCS#12 file, and click Continue.
The Import Server or Client Certificate page refreshes, showing that the certificate was
imported.
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NOTE: You do not need to click OK.

<} Digital Certificate Manager - Microsoft Internet Explorer ] =|E
file Edt Wiew Favorkes  Tools  Hep I
Gk - w - (D (2] )| Qsearch [gravortes Fhveda L H| TH- S B - [E] @

Adcrass [i£] http: /9,180,153, 1472001 /QIEICS5Cert Adminfqyruaml ndjmaind L

Digital Certificate Manager 0 iz
Import Server or Client Certificate

Ilzssace The cerbficate has been imported.

...................................... Mz the Mangge Srmlinations Lok fo jdentfe the arplnations
Skt Gaificsie Sians thafwill ToE s Certiitate. ' !

Expand All | Collapseall | o]

In the left navigation bar, click Manage Applications to expand it.

Click Add application, and click Continue.
The Add Application page opens.

~Z§ Digital Certificate Manager - Microsoft Internet Explorer
File Edt  Wiew Favorites  Tools  Help

Gk - = - () 2] )| Qlsearch [ agfavorkes FiMeda B | T Sh W - =] D

Adcress [ 4] hitp: 179,190,153, 147: 200 QIEVICSS{Cert{Adminfaycuemt ndmimeind

Digital Certificate Manager

Add Application

Select the type of apploahon that you want 1o add.

" Berver - Add a server applicabion

Select a Cerificate Stare

& Client - Add a client applicanon

Contnus | Cancsal I

Expand Al | Collapse &l |

Select Client, and click Continue.

In the Application ID field, type the name of your application.
This should be a value that you can associate easily with Expedite Base/400 and your Infor-
mation Exchange user ID.

In the CA trust list field, select Yes.

In the Application description field, type Expedite with SSL, or the description of your
choice.

Click Add.
The Certificate is added.
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NOTE: You do not need to click OK.

22. In the left navigation bar, select Update certificate assignment.
The Update Certificate Assignment page opens.

) Digital Certificate Manager - Microsoft Internet Explorer i =10

Fle  Edt Wiew Favorkes Tools  Heb .

Gbak » = - (D 2] /)| Qearch fFavorkes Fhveda (B Th- S B - =] D

Address | ££] hitp:/{9. 180,153, 147 2001 QIR ICSS/Cert Mg queucmal nekajmsind x| @G Lk
=l Digital Certificate Manager 9 =

Expand Al | Collapse &l |

Update Certificate Assignoment

b Engt Path
» Creats Certificate Select the type of applcanon that you want to update.
= Create Hew Certificate Stoge
. et o r Server - Add, change, or remove certificats asngnment for a server
Install Local ©A Certificats on .
Your PC application
b I zname Certificates @ Client - Add, change, or remaove cerhificate assignment for a client
whisnsge Applications ap]:s]u: ahon
.t T it
w Updade certificate assignment Continue Cancal
m Niafire A fmne fiak

23. Select Client, and click Continue.
The Update Certificate Assignment detail page opens.

§ Digital Certificate Manager - Microsoft Internet Explorer : _,_l_n]_)_tf
Fla Edt View Favorbes Tools Help |

= Back - -}-@ﬁ|ﬁﬁarﬂ1 [ Favories @Medla Q?H%’@'@@

Address | ] http:/9.180.153.147:2001 (QIBMICSS{Cert/Admin/ayeucnl ndm/maind x| oo |Li'|ks”

]
Expand Al | Collapse Al | Digital Certificate Manager

Update Certificate Assignment

b Fast Path
u Create Certificate Application type: Client
u Create New Certificate Store Application ID: EXPELTTESSL
u Install | ocal CA Certificate on Application description: Expedite with 351

Your FC
P Liianage Cedificates
ik A pblas Select the certificate that you want to assign to the application

= Yiew apphcation definition .

= Update certificate assignment ’_| Certificate | Common name

Define Cé fist _

i | @ [tmported Cericste__[1013682579-1

= Remove application | ¢ |1013682394-3's IBMID | 1013682394-3

» Update application definition

= Validate spplication ’T | gekelient |gskelient
P Ilanage Certificate Store

: Note: Anyhme vou change certificate selections, you may need to end
P bt U Lol your client and start  again to have the change take effect.
= Manage PKIX Request Location
Hetizm to 450400 Tasks
4 AssignNew Certficate. | View|  Validate | Cancel

Secure Connection | =
1] | ¥

e [ [ [ [ mtemet Y
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24. Select the radio button for the application that you just added, and click Update Certificate

Assignment.

2} pigital Certificate Manager - Microsoft Internet Explorer 1=
Fle Edt Wew Favortes Tools  Help |
ek - = - (D (4] 7Y | Dhsearch Gravortes Fiveda 4| Th- Sp W - =] @

Adcress [{£] hittp: /9, 180, 153.147:2001 [QIBICSS/CertfAdmin/qycucral ndknfmaind ] @se 1

.-:.E H =
ExpandAll | Collapse Al | Dighal Coniicate Mmwager © :E:
Update Certificate Assignment
b Eat Path
® Create Cerificats Application type: Clent
w Creote Hew Cettificate Store Application ID: EXPEDITESSL
 Install Loeal 04 Certificale on Application description: Expedite with 351
Your PG
B Iifanage Ceftificatas
iy L Select the certificate that wou want to assign to the application,
ﬂ.lh’.El" ﬁE t CAOnNs
® View application dafiniticn :
m [fpudate cextificate assigmment Certificate | Comumon name
Y @ Impored Certficats | 1013682379-1
- - _ Tmpore cabe : -
= Remove application O 1013682394-3': IBM ID | 1013682354-3
L] ale icating iti —_— r
= Yalidate apglication | © | gskclient |eskelient
b Manege Certificate Stose . . .
. MNote: fovhme vou change certificate selechons, you may need to end

2 your client and start it again to have the change take effect,

w Ifans soueat Locatin

Eetum 1o AS/A00 Tasks

(] Assign New Certficste | View|  Validate | Cancel

25. Select the certificate that you just imported.

NOTE: The Certificate Name may or may not be recognizable, but the Common name
should be recognizable.

26. Click Assign New Certificate.
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27. Select Client, and click Continue.
The Application type page opens.

ZJ Digital Certificate Manager - Microsoft Internet Explorer S |
File Edt  ‘Wisw Fawories  Tools Help

Bak - = - (D) 9] 7Y | Qlseuch [afFamores Phveda | T S5 B - =] D

Adcress | ] http: 19,180,153, 147:2001 QI ICSS/Certiadmin/aycuem ndmimaind x| 6o
Digital Certificate Manager 9 iz
Update Certificate Assignment
Zelecta Cerliiicate Store Ilessase The cemficate was assgned to the applicaon.
Expand Al | Collapse Al | Application type: Clent
Application ID: EXPEDITESSL
bl it Application description: Expedite with 351
= Creaie Cortificats
® Create Hew Certificale Store
) Certificate currently assigned: Imported Cermificate
w [nstall Local CA Certificats on
Your PC
» L Remove Cadificate Assignment |
[Manage Ceatificates
wihianage SApplicaticns
o N 5 Select the certificate that yeu want to assign to the application,
LA e T ;
= &dd application i1 .Cerﬁ[icabe ;bnnunnn nane
= o spp st | | @7 \Imgored Certificats 10136823751,
«lpd fication defingi : .
= Vslidate sprlication I IB6ER304E s IENETDE 1013682304, 5]
| ¥ Liansze Cenificats Stote || | 1 gakectiont gskclient

| b Dsnsee CRL Lovetions

| = ldanage PHIX Request Location Nuter feophime yeu change certificate gelechons you may naed tieend

:3' st 1o AS/00 Taske wour client and start it again to have the change talke effect.

Secure Connection | : Assign New Cerificate | View |  Validala |  Cancel

28. Click Manage Applications > Define CA trust list.
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The Define CA Trust List page opens.

i Links Free AOL with Spam Blocker % Select an Airline

[Emﬁ’_.] v | search g Hihliaht &) Pop-UpsBlocked: 72 | & AM ~ [ Games 9 Personals ~ {33 Weather
Bl

File Edit View Favorites Tools Help #
e Back ~ O E] @ @ p Search * Favorites QMad\a @ @ o & = D ﬁ
: Address |@ hittp: /9. 75. 29, 205: 200 1/QIBMICSS /Cert/Admin/qycucm 1.ndm fmaind M =

S

Digital Certificate Manager
Define CA Trust List

Select the application type.

> Server - Add or remove a Certificate Authority (CA) certificate from a server application CA trust list

[ Select a Certificate Store
@ Client - Add or remove a Certificate Authority (C/A e

29. Select Client, and then click Continue
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The application selection page opens.

1 Digital Certificate Manager - Microsoft Internet Explorer M
Ele Edit View Favorites JTools Help ,”
Q@i O [ @ G Do oo @ @] 3% - B

: ncdress @] http://9.75.23.205:2001QIBW/ICSS CertiAdrin/qycucm L ncm/maind =

: Links [ Free AOL with Spam Blocker .3 Select an Airline

AIMU v | Search ¥ Hidhliaht &) Pop-UpsBlocked: 72 | & AIM ~ B Games @ Personals + {0F Weather %

Digital Certificate Manager

’_| Application | Certificate Assigned
|€|D§[EC{D{}' Services publishing | None assigned
|€|Directory Services client

| Nowne assigned

|[__Selscta Cenficate Store |7|05f400 TCP/IP FTP Client | None assigned
ExpandAl | Colapse Al | [© [Expedite with SSL [1013682402 1s BMID
375c174623591ca06 78 7d8af80742fa_3b2b5151-20a3-40b7-
Linda's use - EB/400 FT S
p East Path ’7‘ ‘ a32f-77960c4b1043
= Create Certificate o |Expedite SSL for 72b8124e182bc8200b2a3c50878cbbeb_dff37977-d846 bbb
u Create New Certificate Store CONTST73 bc04-c8c3e1cH9419¢

= Create a Certificate Authori 04£17 1aeb20eceebd86d5F06370fbf6 7047 <

30. Select the radio button for the application that you just defined.

31. Click Define CA Trust List.
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32.

33

34.

Setting up TCP/IP communications

The certificate authority selection page opens.

| 2] Digital Certificate Manager - Microsoft Internet Explorer u[glm
File Edit View Favorites Tools Help ﬁ'

eﬁack T & @ @ \—'_b /_hj Search '\::‘\'(Favuribes eMEdiE @ D'E\" :;. & |_J J%

Address |@ http://3.75. 29, 205: 200 1/QIBM/ICSS /Cert/Admin/gycuem L.ndm/maind M Go
Links [ Free ACL with Spam Blocker ,# Select an Airline
zf‘m.nll < lln, regedeandf et ¥ e pep et f: b o® 3¢ auf TE oS g Personals - {3 Weather
I ¥ ~
‘ m Zil...... Digital Certificate Manager
| i
| . < 3 Trusted Certificate Authori’ n“{A)
| o —— - S
- = PKI CA (LINDAAZ) [View] [[Validate |

MAIL=1013682549-1@localhost OU=Interchange el | [
Services, CN=1013682549-1 O=IBM.C=US ‘ﬂ] lﬂj

FTSFECA View | | Validate
Microsoft Root Authority View | | Validate

| O
[ Select a Certificate Stors
| O
O
e [0  Thawte Personal Premium CA View | | Validate
I ast Pal
O
O
m

| Expand All || Collapse All_|

Thawte Personal Freemail CA View | Validate

Create Cerrificare

Thawte Personal Basic CA View | | Validate

| m Create a Cerificate Authority

date | ) e Thagte P, B0, Hund Server CA U view | Ve
4 - A el [l
idate | [0  Thawte Server CA [ View | ‘ﬁ
w gy il
idata | » Vigw application definition [1  RSA Secure Server Certification Authority [View | | ve
el = e
m‘ . [0 VeriSign Class 1 CA Individual Subscriber-Persona Not Validated [ view| | va
R ‘ " [0 Vernisign Class 1 Public Primary Certification Authority ‘ View ‘ ‘E
= Bemove application = —
e | = Update spplication definition [ Verisign Class 2 Public Primary Certification Authority [ View | | ve
n Validate application R 3 i e P v
ool [ Verisign Class 3 Public Primarv Certificaton Authority [ View| | va
T I e
P Manage CBL Locations

= P e

< g T s |OK| |C.ance\|

v —
p £ Done  Intern

Select the PKI Certificate Authority certificate that you imported (in this example, it is called
PKI CA), and then click OK.

A message should display on the screen saying “Certificate Authority (CA) changes applied.”.
The certificate configuration is now complete.

Make sure that your Account/Userid and Application ID information in INPRO and INMSG
match the information in the certificate, and then run Expedite.

This process is complete.
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Expedite Base/400 objects

Expedite Base/400 contains the following objects in the main library, EXPBLIBR:

224

AUDITEMT
This sample COBOL language program can be used to format level 1 audit records from
Information Exchange. AUDITFMT source code is located in the SAMPLESCR file.

CRTIEBASER
This program is supplied to rebind the IEBASER program. Use this program only when
specified by the Help Desk. CRTIEBASER source code is located in the SAMPLESRC file.

ERRORCMP
This file contains the error messages issued when Comm-Press encounters an error.

ERRORMSG
This file contains the error messages issued when Expedite Base/400 encounters an error.

ERRORTXT
This file contains the explanations and appropriate user responses for the error messages in
ERRORMSG.

IEBASE

This stand-alone program for Expedite Base/400 calls IEBASEPR, INMSGP, IEBASER,
IEBASEPO, and OUTMSGP. The INMSGP and OUTMSGP programs are present only if you
have the supported data compression software.

]

NOTE: All user programs should call this program.

IEBASER
This is the main program that provides all the functions of Expedite Base/400.

—p NOTE: User programs should not call this program. (See IEBASE.)

IEBASEPO
This program checks the message response file, OUTMSG, for compressed files, and verifies
the presence of the OUTMSGP program required for data decompression.

IEBASEPR
This program checks the COMPRESS() parameter, and verifies the presence of the INMSGP
program required for data compression.

SAMPLESRC
This file contains sample source code for Expedite Base/400 related programs.

STRIEBASE
This program can be used to run IEBASE; it replaces CALL IEBASE PARM(RESET).

XINMSG
This file contains sample message commands that can be used to run sample sessions.

XINPRO
This file contains sample profile command files that can be used to run sample sessions.
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XQUALTBL
This file contains QUALTBL examples that can be used for transmitting EDI data.

XTCPIPADD
This file contains the TCPCOMM commands that can be used to connect to Information
Exchange using TCP/IP.

XTTABLEO1
This file contains TTABLEO1 examples that can be used for transmitting EDI data.
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